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MINNESOTA GOVERNMENT DATA PRACTICES ACT 
 
Introduction 

 
These guidelines and procedures provide direction in complying with those portions of the 
MGDPA that relate to public access to government data and to the rights of subjects of data. 
 
The public access requirements are: 
 

 The presumption that all government data are public unless classified as not public 
by state or federal statute; 

 
 The right of any person to know what kinds of data are collected by the government 

entity and how that data is classified; 
 

 The right of any person to inspect, at no charge, all public government data at 
reasonable times and places; 

 
 The right of any person to have public data explained in an understandable way; 

 
 The right of any person to get copies of public government data at a reasonable 

cost; 
 

 The right of any person to an appropriate and prompt response from the government 
entity when exercising these rights; and 

 
 The right of any person to be informed of the authority by which an entity can deny 

access to government data. 
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A BRIEF OVERVIEW OF THE 

MINNESOTA GOVERNMENT DATA PRACTICES ACT 
 
 
The Minnesota Government Data Practices Act regulates the management of all government 
data that are created, collected, received, or released by a government entity, no matter what 
form the data are in, or how they are stored or used. 
 
Briefly, the Act regulates: 
 

 what data can be collected; 
 who may see or get copies of the data; 
 the classification of specific types of government data; 
 the duties of government personnel in administering the Act; 
 procedures for access to the data; 
 procedures for classifying data as not public; 
 civil penalties for violation of the Act; and 
 the charging of fees for copies of government data. 

 
Government data is either data on individuals or data not on individuals.  Data on individuals 
are classified as either public, private, or confidential.  Data not on individuals are classified as 
public, nonpublic, or protected nonpublic.  This classification system determines how 
government data are handled (see chart below). 
 
 

Data on Individuals Meaning of 
Classification 

Data Not on Individuals 

 

Public 

 

Available to anyone for 
any reason 
 

 

Public 

 
Private 

Available only to the data 
subject and to anyone 
authorized by the data 
subject or by law to see it 
 

 
Nonpublic 

 
Confidential 

 
Not available to the public 
or the data subject 
 

 
Protected Nonpublic 
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I. COLLECTION OF GOVERNMENT DATA 
 

What is the Minnesota Government Data Practices Act? 
The Minnesota Government Data Practices Act (MGDPA), which is Chapter 13 of 
Minnesota Statutes, is a state law that controls how government data are collected, 
created, stored, maintained, used, and disseminated. 
 
What are government data? 
Government data are all data maintained in any recorded form by government entities, 
including counties.  As long as data are recorded in some way by a government entity, 
they are government data, no matter what physical form they are in, or how they are 
stored or used.  Government data may be stored on paper forms/records/files, in 
electronic form, on audio or video tape, on charts, maps, etc.  Government data normally 
do not include mental impressions. 
 
Persons or entities licensed or funded by, or under contract to, a government entity are 
subject to the MGDPA to the extent specified in the licensing, contract, or funding 
agreement. 

 
Official records must be kept. MINN. STAT. § 15.17, subd. 1 requires all officers and 
agencies of the state, and all officers and agencies of the counties, cities, and towns to 
make and keep all records necessary for a full and accurate knowledge of their official 
activities.  Requirements for collecting, creating, maintaining, storing, and disseminating 
data are found in MINN. STAT. CH. 13 AND MINN. R. 1205, the Minnesota Government Data 
Practices Act and Rules.  Links for locating the governing statute and rules are shown 
below. 
 
Minnesota Statutes 
Chapter 13. Government Data Practices 
https://www.revisor.mn.gov/statutes/?id=13  
 
Minnesota Administrative Rules, Chapter 1205, Data Practices 
https://www.revisor.mn.gov/rules/?id=1205 
 
 

A. The collection and storage of public, private, and confidential data on individuals are 
limited to that necessary for the administration and management of programs 
specifically authorized or mandated by the state, local governing body, or the federal 
government. 

 
B. DEFINITIONS 

 
1. Data Inventory - The public document required by MINN. STAT. § 13.025, subd. 1, 

containing the name of the responsible authority and the individual designee, title 
and address, and a description of each category of record, file, or process relating 
to private or confidential data on individuals maintained by the government entity. 
The responsible authority shall update the inventory annually and make any 
changes necessary to maintain the accuracy of the inventory. 
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2. Authorized Representative - The individual, entity, or person authorized to act on 
behalf of another individual, entity or person.  For the purposes of the Act, the 
authorized representative may include, but is not limited to: (a) in the case of a 
minor, a parent, or guardian, (see Section IX.B, Notification to Minors);  (b) an 
attorney acting on behalf of an individual when the individual has given written 
informed consent (see page 30-31); (c) any other individual entity, or person given 
written authorization by the data subject; or (d) an insurer or its representative, 
provided that the data subject has given informed consent (see page 30-31) for the 
release of the information, (e) court appointed guardian/conservator. 

 
3. Court Order - The direction of a judge, or other appropriate presiding judicial 

officer made or entered in writing, or on the record in a legal proceeding. 
 

4. Data - All data collected, created, received, maintained, or disseminated by a 
government entity regardless of its physical form, storage media, or conditions of 
use, including, but not limited to, paper records and files, microfilm, computer 
media, or other processes. 
 

5. Data Subject - The individual or person about whom the data is created or 
collected. 
 

6. Designee - Any person designated by a responsible authority (a) to be in charge of 
individual files or systems containing government data and (b) to receive and 
comply with requests for government data. 

 
 7. Government Entity – A state agency, statewide system, or political subdivision. 

 
8. Individual - A natural person.  In the case of a minor or an individual adjudged 

mentally incompetent, “individual” includes a parent or guardian or an individual 
acting as a parent or guardian in the absence of a parent or guardian, except that 
the responsible authority shall withhold data from parents or guardians or 
individuals acting as parents or guardians in the absence of parents or guardians, 
upon request by the minor if the responsible authority determines that withholding 
the data would be in the best interest of the minor. 

 
9. Informed Consent (see page 30-31) - The written consent that must be given by a 

data subject to allow disclosure of private data about the individual.   
 

10. Person - Any individual, partnership, corporation, association, business trust, or 
legal representative of an organization. 

 
11.  Political Subdivision - Any county, statutory or home rule charter city, school 

district, special district, any town exercising powers under Minn. Stat. 368 and 
located in a metropolitan area, and any board, commission, district or authority 
created pursuant to law, local ordinance, or charter provision.  It includes any 
nonprofit corporation which is a community action agency organized to qualify for 
public funds, or any nonprofit social service agency which performs services under 
contract to a government entity to the extent that the nonprofit social service 
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agency or nonprofit corporation collects, stores, disseminates, and uses data on 
individuals because of a contractual relationship with a government entity. 
 

12.  Representative of the Decedent - The personal representative of the estate of 
the decedent during the period of administration, or if no personal representative 
has been appointed, or after discharge, the surviving spouse, any child of the 
decedent, or, if there are no surviving spouse or children, the parents of the 
decedent. 
 

13. Requestor - The individual, entity, or person requesting access and/or copies of the 
government data. 
 

14.  Responsible Authority - Counties - Each elected official of the county shall be the 
responsible authority of the respective office.  An individual who is an employee of 
the county shall be appointed by the County Board to be the responsible authority 
for any data administered outside the departments of elected officials.  For a 
statewide system, the responsible authority is the commissioner of any state 
department, or any executive officer designated by statute or executive order as 
responsible for such system.  
 

15. Rules - “The Rules Governing the Enforcement of the Minnesota Government Data 
Practices Act.”  Minn. R., Chap. 1205.  . 
 

16. State Agency - The state, the University of Minnesota, and any office, officer, 
department, division, bureau, board, commission, authority, district, or agency of 
the state. 

 
17.  Statewide System - Any recordkeeping system in which government data is 

collected, stored, disseminated, and used by means of a system common to one or 
more state agencies or more than one of its political subdivisions or any 
combination of state agencies and political subdivisions. 

 
18. Temporary Classification - An application by a state agency, statewide system, or 

political subdivision, pursuant to MINN. STAT. § 13.06 which has been approved by 
the Commissioner of Administration to classify government data not classified by 
state statute or federal law as either private or confidential for data on individuals, 
or nonpublic or protected nonpublic for data not on individuals. 
 

19. Tennessen Warning (see page 28-29) - Those rights, as contained in Section IX.A, 
communicated to an individual asked to supply private or confidential data 
concerning himself or herself. 
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II. CLASSIFICATION OF GOVERNMENT DATA 
 

For the purposes of these guidelines, government data is divided into four types; (a) data 
on individuals, which is classified as either public, private, or confidential; (b) data not on 
individuals, which is classified as either public, nonpublic, or protected nonpublic; (c) 
statistical or summary data derived from data on individuals in which individuals are not 
identified; and (d) data on decedents.  These classifications, the criteria for classification, 
and the description of who has access are as follows: 

 
A. DATA ON INDIVIDUALS 

 
1. Public Data on Individuals 

 
a. Definition: All data on individuals is public, unless classified as private or 

confidential. 
 

b. Data on Individuals is Public if: 
 

1) A statute or federal law requires or allows the collection of the data and 
does not classify the data as private or confidential. 

 
2) An application for Temporary Classification for private or confidential data 

on individuals is disapproved by the Commissioner of Administration. 
 
3) The data is summary or statistical data derived from data on individuals. 
 
4) Private or confidential data becomes public in order to comply with either 

judicial or administrative rules pertaining to the conduct of legal action.  (For 
example: Private or confidential data which is presented in court and made 
public by the court.) 

 
c. Access: All public data on individuals is accessible by any person regardless of 

their interest in that data.   
 

2. Private Data on Individuals 
 

a. Definition:  Private data on individuals is data which is not accessible to the 
public, but is accessible to the individual subject of the data. 

 
b. Tennessen Warning (see page 28-29): Except for law enforcement 

investigations, a Tennessen Warning must be given when private data is 
collected from the subject of the data (Section IX.A describes the Tennessen 
Warning.) 

 
A Tennessen Warning need not be given when private data is collected from 
someone other than the subject of the data. 
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c. Data on Individuals is Private if: 

 
1) A state statute or federal law expressly classifies the data as not accessible 

to the public, but accessible to the subject of the data. 
 

2) A Temporary Classification of private has been approved by the 
Commissioner of Administration and has not expired. 
 

3) If data is classified as both private and confidential by state or federal law, 
the data is private. 

 
d. Access: Private data on individuals is accessible to: 

 
1) The individual subject of the data or the representative as authorized in 

writing (if the subject is a minor, usually by the subject’s parent or guardian). 
 

2) Individuals, entities, or persons who have been given express written 
permission by the data subject.  (Section IX.C describes Informed Consent.) 
 

3) Personnel within the entity whose work assignment requires access as 
determined by the responsible authority or designee. 

 
4) Individuals, entities, or persons who used, stored, and disseminated 

government data collected prior to August 1, 1975, with the condition that 
use, storage, and dissemination was not accessible to the public, but 
accessible to the data subject.  Use, storage, and dissemination of this data 
is limited to the purposes for which it was originally collected. 
 

5) Individuals, entities, or persons for which a state, local, or federal law 
authorizes new use or new dissemination of the data. 

 
6) Individuals, entities, or persons subsequent to the collection of the data and 

subsequent to the communication of the Tennessen Warning, when 
specifically approved by the Commissioner of Administration, as necessary, 
to carry out a function assigned by law. 
 

7) Pursuant to a court order. 
 

8) Individuals, entities, or persons as otherwise provided by law. 
 

3. Confidential Data on Individuals 
 

a. Definition: Data on individuals is confidential if it is made by statute or federal 
law not accessible by the public and not accessible to the individual subject of 
the data. 

 
b. Tennessen Warning (see page 28-29): Except for law enforcement 
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investigations, a Tennessen Warning must be given when confidential data is 
collected from the subject of the data. 

 
A Tennessen Warning is not given when confidential data is collected from 
someone other than the subject of the data. 

 
c. Data on Individuals is Confidential if: 

 
1) A state or federal statute expressly provides that: (a) the data shall not be 

available to either the public or to the data subject, or (b) the data shall not 
be available to anyone except those agencies which need the data for 
agency purposes. 
 

2) A Temporary Classification of confidential has been approved by the 
Commissioner of Administration and has not expired. 

 
d. Access: Confidential data on individuals is accessible to: 

 
1) Individuals, entities, or persons who are authorized by state, local, or federal 

law to gain access. 
 

2) Personnel within the entity whose work assignment requires access as 
determined by the responsible authority, or the designee. 

 
3) Individuals, entities, or persons who used, stored, and disseminated 

government data collected prior to August 1, 1975, with the condition that 
the data was not accessible to the individual subject of the data. 
 

4) Individuals, entities, or persons for which a state or federal law authorizes a 
new use or new dissemination of the data. 
 

5) Individuals, entities, or persons subsequent to the collection of the data and 
communication of the Tennessen Warning when specifically approved by 
the Commissioner of Administration, as necessary, to carry out a function 
assigned by law. 

 
6) Pursuant to a court order. 

 
7) Individuals, entities, or persons as otherwise provided for by law. 

 
B. PUBLIC, NONPUBLIC, OR PROTECTED NONPUBLIC DATA NOT ON 

INDIVIDUALS 
 

1. Public Data Not on Individuals 
 

a. Definition: Public data not on individuals means data not on individuals which 
is accessible to the public. 
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b. Data Not on Individuals is Public if: 
 

1) A statute or federal law does not expressly classify the data as not public. 
 

2) An application for Temporary Classification for data as nonpublic or 
protected nonpublic is not approved by the Commissioner of Administration. 
 

3) A statute requires the data to be made available to the public. 
 

c. Access: Public data not on individuals is accessible to any person regardless 
of their interest in the data. 

 
2. Nonpublic Data Not on Individuals 

 
a. Definition:  Nonpublic data not on individuals means data which is not public, 

but is accessible to the subject of the data, if any.  As used here, the subject of 
the data means a person as defined in Section I.C., paragraph 10. 

 
b. Data Not on Individuals is Nonpublic if: 
 

1) A state statute or federal law classifies the data as not public, but accessible 
to the subject of the data, if any. 

 
2) A Temporary Classification of data as nonpublic has been approved by the 

Commissioner of Administration. 
 

c. Access: Nonpublic data not on individuals is accessible to: 
 

1) The subject of the data, if any. 
 

2) Personnel within the entity whose work assignment requires access as 
determined by the responsible authority or designee. 
 

3) Individuals, entities, or persons authorized by statute or federal statute to 
gain access.  

4) It is reasonable to conclude that access to the data should be limited to 
entities or persons who have the legal authority to do so, and to entity staff 
on a need-to-know basis, that a representative of the organization which is 
the subject of the data may access the nonpublic data and may consent to 
its release. 

 
5) Pursuant to court order. 

 
6) Individuals, entities, or persons as otherwise provided by law. 

 
3. Protected Nonpublic Data Not on Individuals 

 
a. Definition:  Protected nonpublic data not on individuals means data which is 
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not public and not accessible to the subject of the data, if any.  As used here, 
the subject data means a person as defined in Section I.C., paragraph 10. 
 

b. Data Not on Individuals is Protected Nonpublic if: 
 

1) A state statute or federal law classifies the data as not accessible to the 
public and not accessible to the data subject. 

 
2) A Temporary Classification of government data as protected nonpublic has 

been approved by the Commissioner of Administration. 
 

c. Access:  Protected nonpublic data not on individuals is accessible to: 
 

1) Personnel within the entity whose work assignment requires access as 
determined by the responsible authority or the designee. 
 

2) Individuals, entities, or persons authorized by statute or federal law to gain 
access. 

 
3) Pursuant to a court order. 

 
4) Individuals, entities, or persons as otherwise provided by law. 

 
C. SUMMARY DATA 

 
1. Definition:  Summary data means statistical records and reports derived from data 

on individuals, but in which the individuals are not identified and neither their 
identities nor other characteristics that could uniquely identify the individual is 
ascertainable. 
 
 

2. Data is Summary Data if: 
 

a. All data elements that could link the data to a specific individual have been 
removed;  AND, 
 

b. Any list of numbers or other data which could uniquely identify an individual is 
separated from the summary data and is not available to persons who gain 
access to or possess summary data. 

 
3. Access: Unless classified by a Temporary Classification, summary data is public 

and may be requested by and made available to any individual or person, including 
a governmental entity. 
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D. DATA ON DECEDENTS 
 

1. Private Data on Decedents 
 

a. Definition.  Upon death, private and confidential data on an individual shall 
become, respectively, private data on decedents and confidential data on 
decedents. 

 
b. Access: 

 
1) Access is available to the personal representative of the estate during the 

administration or if no personal representative, the surviving spouse, any 
child of the decedent, or if no spouse or children, to the parent of the 
decedent.   

 
2) A trustee appointed in a wrongful death action also has access to 

appropriate private data on decedents concerning the data subject. 
 

2. Confidential Data on Decedents. 
 

a. Definition.  Confidential data on decedents means data which, prior to the 
death of the data subject, was classified by statute, federal law, or temporary 
classification as confidential data. 

 
b. Access.  Access to the data is the same as access to confidential data on 

individuals. 
 
c. The representative of the decedent may exercise all rights which are conferred 

by the Act on individuals who are the subjects of confidential data, in the case 
of confidential data on decedents. 
 

3. Release of private data on a decedent or confidential data on a decedent may also 
be obtained from a court following the procedure outlined in the statute.  Any 
person may bring an action in the district court located in the county where the 
data is being maintained or, in the case of data maintained by state agency, in any 
county, to authorize release of private data on decedents or confidential data on 
decedents.  The court must examine the data and consider whether the harm to 
the surviving spouse, children, or next-of-kin of the decedent, the harm to any 
other individual identified in the data, or the harm to the public outweighs the 
benefit to the person bringing the action or the benefit of the public. 

 
4.   Private data on decedents and confidential data on decedents shall become public 

when ten years have elapsed from the actual or presumed death of the individual 
and 30 years have elapsed from the creation of the data.  For purposes of this 
determination, an individual is presumed to be dead if either 90 years elapsed 
since the creation of the data, or 90 years have elapsed since the individual’s birth, 
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whichever is earlier, except that an individual is not presumed to be dead if readily 
available data indicates that the individual is still living. 

 
III. REQUEST FOR GOVERNMENT DATA 

 
Refer to Section V, the Public Data Request form (see page 33-37), and/or Data Request 
by Subject of Data form (see page 38-43) when copies are requested.  No fee shall be 
charged for the actual costs of retrieving data or for viewing data. 

 
A. REQUEST FOR DATA - GENERAL - Upon request to the responsible authority or 

designee, an authorized person shall be permitted to inspect government data at 
reasonable times and places, and if the party requests, they shall be informed of the 
meaning of the data.  If the data requested is public data, no form is necessary. Upon 
request, public data may be disclosed over the telephone. 

 
Regardless of where the data originates, if it is in your possession, it is government 
data and subject to the access provisions of the law. 

 
The Public Data Request form (see page 33-37) or Request by Subject of Data form 
(see page 38-43) shall be completed for all requests by the public for government data 
which is classified as other than public. 
 

B. REQUESTS FOR DATA ON INDIVIDUALS BY THE DATA SUBJECT 
 

1. Upon request and when access or copies are authorized, the designee shall 
provide copies of the private or public data on an individual to the subject of the 
data or authorized representative.  See Minn. R. 1205.0500 if data subject is a 
minor. 

 
2. The designee shall comply immediately, if reasonably possible, or within ten (10) 

working days of the date of request, if immediate compliance is not reasonably 
possible.   

 
3. After an individual has been shown the private data and informed of its meaning, 

the data need not be disclosed to that individual for six (6) months, unless a 
dispute or action is pending (concerning accuracy of data), or additional 
information has been obtained on that individual. 

 
C. REQUESTS FOR SUMMARY DATA 

 
1. Unless classified by a Temporary Classification, summary data derived from 

private or confidential data on individuals is public and the responsible authority or 
designee shall provide the summary data upon the written request of any individual 
or person.   
 

2. Within ten (10) days of receipt of such request, the responsible authority or 
designee shall inform the requestor of the costs of preparing the summary data, if 
any. 
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3. The responsible authority or the designee shall: 

 
a. Provide the summary data requested OR 

 
b. Provide a written statement to the requestor describing a time schedule for 

preparing the requested data, including reasons for any delays; OR 
 

c. Provide access to the requestor to the private or confidential data so that the 
requestor can compile the summary data.  Such access will be provided only 
when the requestor signs a non-disclosure agreement (see page 27); OR 

 
d. Provide a written statement to the requestor stating reasons why the 

requestor’s access would compromise the private or confidential data. 
 

4. A non-disclosure agreement (see page 27) is used to protect the confidentiality of 
government data when the requestor of the summary data prepares the summary 
by accessing private or confidential data on individuals.  A non-disclosure 
agreement shall contain at least the following: 

 
a. A general description of the private or confidential data which is being used to 

prepare summary data. 
 

b. The purpose for which the summary data is being prepared. 
 

c. A statement that the requestor understands that the requestor may be subject 
to the civil or criminal penalty provisions of the Act. 
 

d. The signature of the requestor and the responsible authority, designee, or 
representative. 

 
D. REQUESTS FOR GOVERNMENT DATA BY OTHER GOVERNMENT AGENCIES. 

 
1. A responsible authority shall allow another responsible authority access to data 

classified as private, confidential, nonpublic, or protected nonpublic only when the 
access is authorized or required by state or federal statute. 

 
2. An agency that supplies government data under this section may require the 

requesting agency to pay the actual cost of supplying the data when the requested 
data is not provided in the normal course of business and not required by state or 
federal statute. 
 

3. In most cases, data shall have the same classification in the hands of the agency 
receiving it as it had in the agency providing it, unless the classification is required 
to change to meet judicial or administrative requirements.  When practical and 
necessary, the agency providing the requested information shall indicate the 
classification of the information. 
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4. When practical and necessary, the requesting agency not listed on the Tennessen 
Warning (see page 28-29) shall obtain the informed consent (see page 30-31) from 
the data subject(s) for information classified as private or confidential. 

 
E. HOW DATA PRACTICES APPLIES TO CONTRACTUAL LICENSING AND 

FUNDING RELATIONSHIP WITH GOVERNMENT ENTITIES. 
 

1. Pursuant to MINN. STAT. § 13.05, subd. 6, if a person receives not public data on 
individuals from a government entity because that person has a contract 
with that entity, the person must administer the data in a manner that is 
consistent with the MGDPA. 

 
2. Pursuant to MINN. STAT. § 13.05, subd. 11, if a private person collects, receives, 

stores, uses, maintains or disseminates data because the person has a 
contract with a government entity to perform any of the entity’s functions, all 
of the data are subject to the requirements of the MGDPA and the contractor must 
comply with the MGDPA requirements.  The contractor may be sued under Sec. 
13.08, civil remedies.  The contract must clearly inform the contractor of these 
responsibilities. 
 

3. Pursuant to Minn. Stat. § 13.02, subd. 11, if the data is collected by a nonprofit 
social services entity which performs services under contract to a 
government entity, and the data is collected and used because of that contract, 
access to the data is regulated by the MGDPA. 

 
4. If a third party is licensed by a government entity and the licensure is 

conditioned upon compliance with the MGDPA, or if the party has another 
type of contract with a government entity, the party is subject to the MGDPA to 
the extent specified in the contract or the licensing agreement. 
 

IV. DATA REQUEST FORM (see page 33-37) AND DATA REQUEST FORM FOR 
SUBJECT OF DATA (see page 38-43) 

 
A. DATA REQUEST FORM (see page 33-37) AND DATA REQUEST FORM FOR 

SUBJECT OF DATA (see page 38-43).  These forms provide a record of the 
requestor identification information and the government data requested, as well as the 
action taken by the responsible authority, or the designee, and any financial 
transaction which occurs. 

 
B. WHEN COMPLETED.  The Data Request form or Data Request form for Subject 

of Data should be completed for all requests by the public for government data 
classified as private, confidential, nonpublic, and protected nonpublic and for all 
requests by other government agencies for which the not public data is not routinely 
shared or provided in the normal course of business. 

 
V. FEES FOR COPIES OF GOVERNMENT DATA. 

 
Pursuant to the Minnesota Government Data Practices Act and Aitkin County Board 
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resolution and unless otherwise provided for by federal law, state statute or rule, fees for 
copies of government data shall be determined by departments based on the costs of 
providing such service as set forth in Section V.E.  Fees shall be reasonable and 
consistent. If the fee for fulfilling the request is greater than $5.00, pre-payment shall be 
required. 

 
NOTE: FEES SHALL NOT BE CHARGED TO THOSE INDIVIDUALS WHO ONLY WISH 
TO VIEW DATA. 

 
NOTE: FEES MAY NOT BE CHARGED FOR SEPARATING PUBLIC FROM 
NONPUBLIC DATA. 

 
A. COPIES PROVIDED AT NO CHARGE.  When access is authorized, copies may be 

provided at no charge: 
 

1. When another government agency or responsible authority requires or requests 
the record/document copies as part of the administration and management of an 
authorized program and the copies are usually provided as part of the normal 
course of business. 
 

2. When records, documents, brochures, pamphlets, books, reports, or other similar 
publications are produced for free distribution to the public.  A charge may be 
assessed if an individual request exceeds normal distribution. 
 

3. When the court orders the requesting party to proceed in forma pauperis. 
 

B. COPIES PROVIDED WITH CHARGE.  When access is authorized, copies shall be 
provided at the applicable rate in the following circumstances: 

 
1. Other government agencies or responsible authorities who require or request 

record documents or publication copies which are not usually provided or 
reproduced as part of the normal course of business. 
 

2. Records, documents, brochures, pamphlets, books, reports, or other similar 
publications that are not normally provided or reproduced for distribution to the 
public. 
 

3. Public data on individuals and public data not on individuals, particularly when the 
requestor is not the subject of the data. 
 

C. COPYING FEES.  Copying fees shall be charged in accordance with the Fee 
Schedule for those records, documents, and publications covered in Section B above. 

 
1. When copies are mailed, postage costs shall be added to the rates listed in 

Appendix C, unless alternative arrangements have been made. 
 

D. COLLECTION OF COPYING FEES.  Fees shall be collected before releasing copies 
unless prior arrangements have been made. 
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E. FEE SCHEDULE. - See Appendix C 

 
F. DISPOSITION OF FEES.  Copying fees collected shall be deposited in the 

appropriate account with the county treasurer. 
 
VI. ASSIGNMENT OF DESIGNEE. 

 
The responsible authority may assign, in writing, one or more designees.  The designee is 
the person in charge of individual files or systems containing government data and who 
receives and complies with the requests for government data.  Additionally, the designee 
shall implement the provisions of the Act, the rules, and these guidelines and procedures 
as directed by the responsible authority.  All duties outlined as duties of the responsible 
authority may be delegated to the designee. 
 

VII. DUTIES OF THE RESPONSIBLE AUTHORITY OR DESIGNEE. 
 

A. DATA INVENTORY 
 

1. The responsible authority shall prepare an inventory containing the authority's 
name, title, address, and a description of each category of record, file, or process 
relating to private or confidential data on individuals maintained by the authority's 
government entity. Forms used to collect private and confidential data may be 
included in the inventory.  
 

2. Data on elected officials classified as private or confidential under Minn. Stat. 
13.43 for persons who are not elected officials is classified as though the elected 
official is subject to Minn. Stat. 13.43 except to the extent the classification is 
expressly inconsistent with the status of being a current or former elected county 
official. 
  

3. The responsible authority shall update the inventory annually and make any 
changes necessary to maintain the accuracy of the inventory. 
 

4. The responsible authority shall supply the document to the Commissioner of 
Administration, State of Minnesota, if requested by the Commissioner. 

 
B. PROCEDURES FOR DISSEMINATION OF DATA. 

 
1. The responsible authority shall ensure that each department establishes 

procedures to manage the dissemination of data.  Collection, storage, use, and 
dissemination of private and confidential data shall be limited to what is necessary 
for the administration and management of programs authorized or mandated by 
the state, local governmental body, or the federal government. 

 
2. Data cannot be collected, stored, used, or disseminated for any purpose other than 

the purpose stated to the individual when the data was originally collected unless: 
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a. The data was collected prior to 1975, in which case the data can be used for 
the original purpose for which it was collected or for an additional purpose 
approved by the Commissioner of Administration. 
 

b. There is specific authorization for the use in state, local, or federal law. 
 

c. The additional use has been approved by the Commissioner of Administration, 
as necessary, to carry out a function designated by law. 
 

d. The individual data subject has given an informed consent for the additional 
use of the data (see Informed Consent, Section IX., subd. C).  

 
C. DATA PROTECTION. 

 
The responsible authority shall establish procedures to assure that all data on 
individuals is accurate, complete, and current for the purpose for which it was 
collected, and establish appropriate security safeguards for all records containing data 
on individuals. 
 

VIII. ACCESS TO GOVERNMENT DATA 
 

A. WHO CAN MAKE A DATA REQUEST? 
 

Anyone may exercise the right to access public government data by making a data 
request. 

 
B. TO WHOM MUST A DATA REQUEST BE MADE? 
 

1. A data request must be made to the responsible authority or to the appropriate 
designee(s). 
 

2. The responsible authority for an entity must prepare summary data upon the 
request of any person if the request is in writing and the requestor pays for the cost 
to prepare the data. 
 

3. The responsible authority may delegate the preparation of summary data to 
anyone outside of the entity, including the requestor, if 

 
a. That person’s purpose is set forth in writing and the person agrees not to 

release any of the private or confidential data used to prepare the summary 
data; and 
 

b. If the entity reasonably determines that the access will not compromise private 
or confidential data on individuals. 

 
4. The entity may require the requestor to prepay the cost of preparing summary 

data. 
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IX. RIGHTS OF DATA SUBJECT 

 
A. TENNESSEN WARNING - Rights of Subjects of Data (see page 28-29) 
 

1. Except for law enforcement investigations, every department that collects private 
and confidential data from an individual concerning that individual shall, prior to 
collecting the data, inform the individual of their rights as a subject of data.  The 
notice must be given whenever: 

 
a. A government entity requests data; 
b. The data is requested from an individual; 
 
c. The data requested are private or confidential; and, 
 
d. The data is about the individual from whom it is requested. 

 
All four of these conditions must be present before a Tennessen warning notice 
(see page 28-29) must be given.  These rights are referred to as the Tennessen 
Warning. 
 
A Tennessen Warning is not required when private and confidential data is 
collected from an individual who is not the subject of the data. 

 
2. The Tennessen Warning consists of the following information that must be 

communicated to the individual from whom private or confidential data concerning 
the individual is collected. 

 
a. The purpose and intended use of the data.  This is why the data are requested 

and how they will be used within the collecting entity. 
 

b. Whether the individual may refuse, or is legally required to supply the data.  
The subject has the right to know whether or not she/he is required by law to 
provide the data requested. 

 
c. Any consequences to the individual of either supplying or refusing to supply the 

data.  The entity is required to state the consequences known to the entity at 
the time when the notice is given; and 
 

d. The identity of other persons or entities that are authorized by law to receive 
the data.  The notice must specifically identify recipients that are known to the 
entity at the time the notice is given. 

 
NOTE: In accordance with the Federal Privacy Act of 1974, any federal, state, 
or local agency which requests an individual to disclose their social security 
account number shall inform that individual whether that disclosure is 
mandatory or voluntary, by what statutory or other authority such number is 
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solicited, and what uses will be made of it. 
 

3. Tennessen Warnings may be either oral or written. 
 

a. An oral communication.  This is not the preferred method of communicating the 
Tennessen Warning.  However, it may be necessary under some 
circumstances.  If an oral communication is necessary, the specific language 
communicated must be in written form and contained in the departmental data 
practices procedures and the situation documented. 

b. A written communication requiring the signature of the data subject (i.e., a 
signature attesting that the individual from whom private or confidential data is 
collected has read and understands their rights pertaining to the requested 
data).  The Tennessen Warning may be included on the form that collects the 
private or confidential data. 

 
4.  A sample format for a Notice of Rights Tennessen Warning is on page 29. 

 
B. NOTIFICATION TO MINORS 

 
A minor has the right to request that the entity withhold private data about her/him 
from the parent or guardian.  The entity may require that the request be in writing. A 
written request must include the reasons for withholding the data from the parents and 
must be signed by the minor. 

 
Upon receipt of the request, the responsible authority must determine whether 
honoring the request is in the best interests of the minor.  The responsible authority 
must consider, at a minimum: 
 
1. Whether the minor is old and mature enough to explain the reasons for the request 

and to understand the consequences of making the request; 
 

2. Whether denying access to the data may protect the minor from physical or 
emotional harm; 

 
3. Whether there is a reason to believe that the minor’s reasons for denying access to 

the parent(s) are reasonably accurate; and 
 

4. Whether the nature of the data is such that disclosing the data to the parents could 
lead to physical or emotional harm to the minor.  Minn. Rule 1205.0500 contains 
the procedures for the release of data about minors. 

 
C. INFORMED CONSENT (see page 30-31) 

 
1. Private data on individuals may be used by and disseminated to any individual or 

person by the responsible authority, or the designee, if the individual subject or 
subjects of the data have given their informed consent. 
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NOTE: Informed consent cannot authorize a new purpose or a new use of 
confidential data on individuals. 

 
2. Private data may be used by and disseminated to any entity (e.g., political 

subdivision, government agency, etc.) if the individual subject or subjects have 
given their informed consent. 

 
3. All informed consents shall be in writing. (See page 30-31) 

 
4. Informed consent shall not be deemed to have been given by an individual subject 

of the data by the signing of any statement authorizing any person or agency to 
disclose information about the individual to an insurer or its authorized 
representative, unless the statement is: 

 
a. In plain language; 

 
b. Dated; 

 
c. Specific in designating the particular persons or agencies the data subject is 

authorizing to disclose information about the data subject; 
 

d. Specific as to the nature of the information the subject is authorizing to be 
disclosed; 
 

e. Specific as to the persons or agencies to whom the subject is authorizing 
information to be disclosed; 

 
f. Specific as to the purpose or purposes for which the information may be used by 

any of the parties named in clause (e), both at the time of the disclosure and at 
any time in the future; and 
 

g. Specific as to its expiration date which should be within a reasonable period of 
time, not to exceed one year, except in the case of authorizations given in 
connection with applications for life insurance or noncancellable or guaranteed 
renewable health insurance and identified as such, two years after the date of 
the policy. 

 
5. The informed consent for the disclosure of alcohol and drug abuse patient records 

may be made only if the consent is in writing and expressly states the fact that the 
request is for alcohol or drug abuse patient records.  It should contain the 
following: 

 
a. The name of the program which is to make the disclosure; 
 
b. The name or title of the person or organization to which disclosure is to be 

made; 
 

c. The name of the patient; 



24 
 

 
d. The purpose or nature of information to be disclosed; 

 
e. The extent or nature of information to be disclosed; 

 
f. A statement that the consent is subject to revocation at any time, except to the 

extent that action has been taken in reliance thereon, and a specification of the 
data, event, or condition upon which it will expire without express revocation; 

 
g. The date on which the consent is signed; and 

 
h. The signature of the patient and, when required, of a person authorized to give 

consent. 
 

6. A sample format is on page 31. 
 

D. PROCEDURES FOR COMPLYING WITH DATA REQUESTS FROM AN 
INDIVIDUAL 

 
The responsible authority shall ensure that each department establishes procedures 
to comply with requests for government data in an appropriate and prompt manner. 

 
1. Upon request to the responsible authority, an individual shall be informed whether 

they are the subject of stored data on individuals, and whether it is classified as 
public, private, or confidential. 

 
a. The responsible authority shall provide access to the private or public data 

upon request by the individual subject of the data. 
 

b. An individual may contest the accuracy, current status, or completeness of 
public or private data.  If the individual notifies the responsible authority in 
writing as to the nature of the disagreement with the data, the responsible 
authority shall, within 30 days, either correct the data and attempt to notify past 
recipients of inaccurate, incomplete, or out of date data, including recipients 
named by the individual, or notify the individual that the responsible authority 
believes the data to be correct.  Subsequently, data in dispute shall be 
disclosed only if the individual’s statement of disagreement is included with the 
disclosed data. 

 
2. The responsible authority shall prepare a public document, setting forth in writing 

the rights of the data subject and specific procedures in effect in the county for 
access by the data subject to public or private data on individuals. 

 
a. When a request is denied, the responsible authority must inform the requestor 

orally at the time of the request, and in writing, as soon thereafter as possible, 
and shall cite the statute, temporary classification, or federal law on which the 
determination is based. 
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b. The responsible authority shall require the requestor to pay the actual costs of 
making and certifying copies of the data requested, except those exempted in 
Section V., subd. A.  The requestor may not be charged for separating private 
or confidential data from public data. 

 
c. The responsible authority shall inform the requestor of the data’s meaning, if 

asked to do so. 
 

E. IF AN ENTITY DETERMINES THAT CHALLENGED DATA ARE ACCURATE 
AND/OR COMPLETE, AND THE DATA SUBJECT DISAGREES WITH THAT 
DETERMINATION, THE SUBJECT HAS THE RIGHT TO APPEAL THE ENTITY’S 
DETERMINATION TO THE COMMISSIONER OF ADMINISTRATION. 

 
1. The subject has the right to take this step only after both the subject and the entity 

have properly completed all the steps in the data challenge process.  The subject 
may appeal only the entity’s determination about the accuracy and/or 
completeness of data. 

 
2. The requirements for filing an appeal are set out at Minnesota Rules Section 

1205.1600. 
 

3. Procedure when data is not accurate or complete. 
 

a. An individual subject of the data may contest the accuracy or completeness of 
public or private data.  To exercise this right, an individual shall notify, in writing, 
the responsible authority describing the nature of the disagreement.  The 
responsible authority shall, within 30 days, either: 

 
1) Correct the data found to be inaccurate or incomplete and attempt to notify 

past recipients of inaccurate or incomplete data, including recipients named 
by the individual; or 
 

2) Notify the individual that the authority believes the data to be correct.  Data 
in dispute shall be disclosed only if the individual’s statement of 
disagreement is included with the disclosed data. 

 
4. The determination of the responsible authority may be appealed pursuant to the 

provisions of the Administrative Procedure Act, MINN. STAT. § 14.57 to 14.62 and 
Minn. R. 1205.1600, relating to contested cases.  Upon receipt of an appeal by an 
individual, the commissioner of administration shall, before issuing the order and 
notice of a contested case hearing required by Chapter 14, try to resolve the 
dispute through education, conference, conciliation, or persuasion.  If the parties 
consent, the commissioner may refer the matter to mediation.  Following these 
efforts, the commissioner shall dismiss the appeal or issue the order and notice of 
hearing. 
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a. Data on individuals that have been successfully challenged by an individual 
must be completed, corrected, or destroyed by a state government entity 
without regard to the requirements of Section 138.17. 

 
b. After completing, correcting, or destroying successfully challenged data, a state 

agency, political subdivision, or statewide system may retain a copy of the 
Commissioner of Administration’s order issued under Chapter 14 or, if no order 
were issued, a summary of the dispute between the parties that does not 
contain any particulars of the successfully challenged data. 

 
X. ROLE OF THE COMMISSIONER OF ADMINISTRATION. 

 
A. Pursuant to Section 13.06, subdivision 6a, the Commissioner of the Minnesota 

Department of Administration is given the authority to approve new uses and 
disseminations of private and confidential data on individuals. 

 
B. Section 13.06 of the Minnesota Government Data Practices Act (MGDPA) gives to the 

Commissioner certain powers with regard to approving temporary classifications of 
data. 

 
C. Section 13.072 of the MGDPA gives the Commissioner authority to issue advisory 

opinions concerning the rights-of-data-subjects and the classification of government 
data.  Commissioner’s opinions may be found on the World Wide Web at 
www.ipad.state.mn.us 

 
XI. CONSEQUENCES FOR NOT COMPLYING WITH THE MGDPA. 

 
A. Pursuant to Section 13.08 of the MGDPA, a government entity may be sued for 

violating any of the Act’s provisions. 
 

B. Section 13.09 provides criminal penalties and disciplinary action as extreme as 
dismissal from public employment, for anyone who willfully (knowingly) violates a 
provision of the MGDPA. 

 
XII. WHERE MORE INFORMATION CAN BE FOUND. 
 

A. Government entities always must look to their legal advisor(s) for guidance and legal 
advice on data practices issues.  Only the legal advisor for an entity has the authority 
and responsibility to provide specific legal advice about the provisions of the MGDPA, 
and other laws, as they relate to that entity. 

 
1. Minnesota Statutes Chapter 13 (the MGDPA) may be found on the website of the 

Revisor of Statutes at:  www.leg.state.mn.us/leg/statutes.asp. 
 

2. Minnesota Rules, Chapter 1205, The Rules Governing Data Practices, 
promulgated by the Minnesota Department of Administration, also may be found at 
the website of the Revisor of Statutes at:     
www.revisor.leg.state.mn.us/arule/1205.  
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AITKIN COUNTY 
 

Non-Disclosure Agreement 
 
 
1. General description of the private or confidential data which is being used to prepare summary 

data: 
 
 
 
 
 
 
 
 
2. Purpose for which summary data is being prepared: 
 
 
 
 
 
 
 
 
3. I,__________________________________,representing ________________________ 

have requested the data described above and for the purposes stated and fully understand that 
I may be subject to the civil or criminal penalty provision of the Minnesota Data Practices Act in 
the event that the private or confidential data is disclosed. 

 
 

Minn. Stat. § 13.09.  Any person who willfully violates the provisions of Minnesota 
Statutes Chapter 13, or any rules adopted or regulation promulgated there under 
is guilty of a misdemeanor.  Any willful violation of Minnesota Statutes Chapter 
13 by any public employee constitutes just cause for suspension without pay or 
dismissal of the public employee. 

 
 
 
_____________________________________________________   _________________________ 
Requestor of Data       Date 
 
 
 
_____________________________________________________    _________________________ 
Responsible Authority/Designee     Date 
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THE NOTICE OF RIGHTS TENNESSEN WARNING 
INSTRUCTION GUIDE 

 
Minnesota Statutes Section 13.04, subdivision 2 

 
 
The notice must be given when: 

 
1.  An individual 
2.  Is asked to supply 
3.  Private or confidential data 
4.  Concerning self 
 
All four conditions must be present to trigger the 
notice requirement. 

 
Statements must be included 
from the individual that inform the 
individual: 

 

 Why the data is being collected and how 
the entity intends to use the data; 

 

 Whether the individual may refuse or is 
legally required to supply the data; 

 

 Any consequences to the individual of 
either supplying or refusing to supply the 
data; and  

 

 The identity of other persons or entities 
authorized by law to receive the data. 

 
Consequences of giving  
the notice are: 

 
Private or confidential data on individuals may be 
collected, stored, used, and released as 
described in the notice without liability to the 
entity. 

 
Consequences on not giving  
the notice are: 
 
 

 
Private or confidential data on individuals cannot 
be collected, stored, used, or released for any 
purposes other than those stated in the notice 
unless: 
 

 The individual subject of the data gives 
informed consent; 

 The Commissioner of Administration gives 
approval; or 

 A state or federal law subsequently 
authorizes or requires the new use or 
release.  
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“NOTICE OF RIGHTS” 

SAMPLE FORMAT FOR TENNESSEN WARNING 
 

In accordance with the Minnesota Government Data Practices Act, Aitkin County is required to 
inform you of your rights as they pertain to the private information collected from you. Your 
personal information we collect from you is private. Access to this information is available only 
to you and the agency collecting the information and other statutorily authorized agencies, 
unless you or a court authorize its release. 
 
The Minnesota Government Data Practices Act requires that you be informed that the following 
information, which you are asked to provide, is considered private. 
      

 
The purpose and intended use of the requested information is: 
      

 
Authorized persons or agencies with whom this information may be shared include: 
      

 
Furnishing the above information is voluntary, but refusal to supply the requested information 
will mean: 
      

 
        
Name 

 
        
Date 

 
 
 

MINN. STAT. §  13.04(2)        
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INFORMED CONSENT INSTRUCTION GUIDE 
 
 
A. Enter the complete name and address of the entity that maintains the information.  

Include any relevant program names, staff names, titles and telephone numbers. 
 
B. Identify, as specifically as possible, the reports, record names, or types of information or 

records that will be released. 
 
C. Identify the entity or agencies to which the information will be released.  Include the 

name and address of the entity.  Include relevant staff names and titles.  Be specific. 
 
D. Describe specifically and completely the purpose(s) for seeking the client’s informed 

consent and the new use(s) to which the information will be put. 
 
E. Describe specifically and completely the known consequences of releasing the 

information. 
 
 Describe specifically and completely the known consequences of not releasing the 

information. 
 
G. Instruct the person to sign the consent and enter the date on which the consent is 

signed. 
 
H. As a general rule, a parent or guardian’s signature should be obtained when the subject 

is under the age of 18 or has a legally appointed guardian; however, specific 
requirements for obtaining consent to release data in these circumstances vary.  
Instructions for completing this portion of the form within your particular entity 
should be developed in consultation with the County Attorney’s office. 
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INFORMED CONSENT FOR THE RELEASE OF INFORMATION 
 
 I,        

 (Name of individual authorizing release) 

authorize      ____________________________________________________________ 

 (Name of individual, entity, or person holding record) 
to disclose 
to       

 (Name of individual, entity, or person to receive the information) 

the following information: 
      

for the purpose of: 
 

I understand that my records are protected under state and/or federal privacy laws and cannot be 
disclosed without my written consent unless otherwise provided for by state or federal law.  I 
understand that once this data is released that it may be subject to further disclosure without my written 
consent.  I also understand that I may revoke this consent at any time except to the extent that action 
has been taken in reliance on it and that in any event, this consent expires automatically in one year or 
as described below, whichever is earlier. 
 
Specification of the date or condition upon which this consent expires: 
      

 
Executed 
this 

    
  day of       ,20       . 

 

(Signature of individual authorizing release) 

 

(Signature of witness) 

 
(Signature of parent, guardian, or 
authorized representative, when required) 
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DATA PRACTICES NOTICE 
 
 
I have been subpoenaed to testify before this court.  I have been advised by the Office of the 
Aitkin County Attorney to provide the following information to the Court. 
 

“The data I have been requested to provide includes data which is classified as 

private data as defined by Minn. Statute Chapter 13, the Minnesota Government 

Data Practices Act.  Pursuant to Minnesota Statute 13.03 and Minnesota Rule 

1205.0100, Subp, 5, the Court’s attention is called to this classification.  The Data 

Practices Act requires that I may disclose this data only if the data subject has 

given written consent, a statute allows disclosure, or a court orders disclosure.  If 

this court orders me to provide this private data, I will do so.” 
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AITKIN COUNTY 
PUBLIC DATA REQUEST FORM (APPENDIX A) 

 
Right to Access Public Data 
According to the Data Practices Act (Minnesota Statutes, Chapter 13), all government data are 
presumed to be public unless a state or federal law says otherwise.  Government data is a term that 
means all the recorded information a government entity has, including paper, email, CDROMs, 
photographs, etc. 
  
The Data Practices Act also provides that Aitkin County must keep all government data in a way that 
makes it easy for you, as a member of the public, to access.  You have the right to look at all public  
data that we keep, free of charge; to get copies of public data, for which the Data Practices Act allows 
us to charge; and to look at the data, free of charge, before deciding to request copies. 
 
How to Make a Data Request 
To look at data or request copies of data that Aitkin County keeps, you must make a request directly to 
the department that maintains the data you are requesting.  You may make your request by phone; or 
by mail, fax, or email using the Data Request Form (attached). 
 
If you choose not to use the data request form, your request should include the following: 
 State that you, as a member of the public, are making a request for data under the Data Practices 

Act, Minnesota Statutes, Chapter 13; 
 Indicate whether you would like to look at the data, get copies of the data, or both; and 
 Provide a clear description of the data you would like to inspect or have copied. 

 
Aitkin County cannot require you, as a member of the public, to identify yourself or explain the reason 
for your data request.  However, depending on how you want us to process your request (if, for 
example, you want us to mail you copies of data), we may need some information about you, such as 
your name and address.  If you choose not to give us any identifying information, we will provide you 
with contact information so you may check on the status of your request.  However, please keep in 
mind that if we do not understand your request and have no way to contact you, we will not be able to 
begin processing your request. 
 
How We Respond to a Data Request 
Upon receiving your request, we will begin to process it.   
 If we do not have the data, we will notify you as soon as reasonably possible. 
 If we have the data, but the data are not public, we will notify you as soon as reasonably possible, 

and state which specific law says the data are not public. 
 If we have the data, and the data are public, we will respond to your request appropriately and 

within a reasonable amount of time, by doing one of the following: 
o arrange a date, time, and place for you to inspect data, at no charge, if your request is to look at 

the data, or 
o provide you with copies of the data as soon as reasonably possible.  You may choose to pick up 

your copies, or we will mail or fax them to you.  If you want us to send you the copies, you will 
need to provide us with an address or fax number.  We will provide electronic copies (such as 
email or CD-ROM), upon request, if we keep the data in electronic format.  Information about 
copy charges can be found in the County’s current fee schedule, located on the County website.    
If the fee for fulfilling the request is greater than $5.00, pre-payment shall be required. 

If you do not understand some of the data (technical terminology, abbreviations, or acronyms), 
please contact the person who provided it, so that he/she can explain it. 
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The Data Practices Act does not require us to create or collect new data in response to a data 
request, or to provide data in a specific form or arrangement if we do not keep the data in that form 
or arrangement.  (For example, if the data you request are on paper only, we are not required to 
create electronic documents in response to your request.)  If we do agree to create data for you, 
we will work with you on the details of your request, including cost and response time. 
 
Requests for Summary Data 
Summary data are statistical records or reports that are prepared by removing all identifying 
information from private or confidential data on individuals.  The preparation of summary data is 
not a means to gain access to private or confidential data.  Aitkin County will prepare summary 
data if you make your request in writing – you may use the Data Request Form attached – and pay 
for the cost of creating the data.  We will respond within ten business days of receiving your written 
request with details of when the data will be ready, and how much we will charge for the data. 
 
Data Practices Contacts 
The following table provides contact information for the individuals who are responsible for 
responding to requests for data.  The Responsible Authority is the individual responsible for 
establishing and overseeing data access processes.  The Data Practices Compliance Official is the 
individual to whom questions about, or problems related to, data practices should be directed.   
 

Office Responsible Authority, Data Practices Compliance Official, 
and Designees 

County Attorney Jim Ratz, County Attorney 
Designee: Lisa Rakotz, Sr. Assistant County Attorney 
209 2nd Street NW, Room 268, Aitkin, MN 56431 
218-927-7347; Fax 218-927-7365 
coatty@co.aitkin.mn.us 

County Auditor Kirk Peysar, County Auditor 
Designee: Kathleen Ryan, CFO 
307 2nd Street NW, Room 121, Aitkin, MN 56431 
218-927-7354; Fax 218-927-7324 
kpeysar@co.aitkin.mn.us  

County Recorder Tara Snyder, County Recorder 
307 2nd Street NW, Room 122, Aitkin, MN 56431 
218-927-7336 
tara.snyder@co.aitkin.mn.us 

County Treasurer Lori Grams, County Treasurer 
307 2nd Street NW, Room 119, Aitkin, MN 56431 
218-927-7325; Fax 218-927-7357 
lgrams@co.aitkin.mn.us  

Sheriff Dan Guida, County Sheriff 
Designee: Heidi Lenk, Undersheriff 
218 1st Street NW, Aitkin, MN 56431 
218-927-7435; Fax 218-927-7359 
dguida@co.aitkin.mn.us  

All other County offices 
 
 
 
 
 
 
 

Responsible Authority and Data Practices Compliance Official: 
Jessica Seibert, County Administrator 
307 2nd Street NW, Room 310, Aitkin, MN 56431 
218-927-3093; Fax 218-927-7374 
jessica.seibert@co.aitkin.mn.us   
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All other County offices, cont. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

Designees: 
 
Assessor’s Office 
Mike Dangers, County Assessor 
307 2nd Street NW, Room 120, Aitkin, MN 56431 
218-927-7327, Fax 218-927-7379 
mike.dangers@co.aitkin.mn.us 
 
Community Corrections 
Kami Genz, Director 
209 2nd Street NW, Room 178, Aitkin, MN 56431 
218-927-7281, Fax 218-927-2142 
kami.genz@co.aitkin.mn.us 
 
Environmental Services / Planning & Zoning Department 
Andrew Carlstrom, Environmental Services Director 
307 2nd Street NW, Room 219, Aitkin, MN 56431 
218-927-7342; Fax 218-927-4372 
andrew.carlstrom@co.aitkin.mn.us  
 
Economic Development 
Mark Jeffers, Economic Development Coordinator 
307 2nd Street NW, Room 316, Aitkin, MN 56431 
218-927-7305; Fax 218-927-7374 
Mark.Jeffers@co.aitkin.mn.us 
 
Health and Human Services Department 
Sarah Pratt, HHS Director 
204 1st Street NW, Aitkin, MN 56431 
218-927-7200; Fax 218-927-7461 
sarah.pratt@co.aitkin.mn.us 
 
Highway Department 
John Welle, County Engineer 
1211 Air Park Drive, Aitkin, MN 56431 
218-927-3741; Fax 218-927-2356 
jwelle@co.aitkin.mn.us  
 
Human Resources Department 
Bobbie Danielson, HR Director 
307 2nd Street NW, Room 312, Aitkin, MN 56431 
218-927-7306; Fax 218-927-7374 
bobbie.danielson@co.aitkin.mn.us  
 
Information Technology 
Chris Sutch, IT Manager 
209 2nd Street NW, Room 162, Aitkin, MN 56431 
218-927-7318; Fax 218-927-7369 
chris.sutch@co.aitkin.mn.us  
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All other County offices, cont. 
 
 

 
Land & Parks Department and Long Lake Conservation Center 
Dennis Thompson, Land Commissioner 
502 Minnesota Avenue North, Aitkin, MN 56431 
218-927-7364; Fax 218-927-7249 
dennis.thompson@co.aitkin.mn.us 
 
Veterans Services Office 
Penny Harms, Veterans Services Officer 
307 2nd Street NW, Room 114, Aitkin, MN 56431 
218-927-7320; Fax 218-927-7309 
penny.harms@co.aitkin.mn.us  
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AITKIN COUNTY 
DATA REQUEST FORM 

Members of the Public 
Date of request:       
 
I am requesting access to data in the following way: 
 

Inspection   Copies  Both inspection and copies 
 
Note: Inspection is free, but there is a charge for copies.  If the fee for fulfilling the request is 
greater than $5.00, pre-payment shall be required. 
 
These are the data I am requesting: 
             
             
              
 
Note: Describe the data you are requesting as specifically as possible.  If you need more space, 
please use the back of this form. 
 
Contact Information: 
 
Name:               
 
Address:              
 
City:          State:      Zip:    
 
Phone number:        Email:      
 
Note: You do not have to provide any of the above contact information. However, if you want us to 
mail your requested data, we will need some type of contact information. In addition, if we do not 
understand your request and need to get clarification from you, without contact information, we will 
be unable to begin processing your request. 
 
Aitkin County will respond to your request as soon as reasonably possible. 
 

(For office use) 

Department /Division: Request handled by / Ext.: 

Method of response: 

Charges: 

Amt Due: Received by / Ext.: 

 
Additional Information: 
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AITKIN COUNTY 

DATA REQUEST BY SUBJECT OF DATA (APPENDIX B) 
 

 
Data about You 

According to the Data Practices Act (Minnesota Statutes, Chapter 13), data subjects have certain 
rights related to a government entity collecting, creating, and keeping government data about them.  
You are the subject of data when you can be identified from the data.  Government data is a term 
that means all recorded information a government entity has, including paper, email, CDROMs, 
photographs, etc.   
 
Classifications of Data about You 
The Data Practices Act presumes that all government data are public, unless a state or federal law 
says otherwise.  Data that is about you may be classified by state law as public, private, or 
confidential.  
   
Public data: We must give public data to anyone who asks for it (e.g., the assessed value of your 
home is public data). 
 
Private data: We cannot give private data to the general public, but you may have access when the 
data is about you (e.g., your Social Security number is private data).  We may share your private 
data with you, with someone who has your written permission, with Aitkin County staff who need the 
data to perform an official function or duties, and as otherwise permitted by law or required by court 
order. 
 
Confidential data: Confidential data have the most protection.  Neither the public nor you can get 
access even when the confidential data are about you (e.g., if you register a complaint with a 
government entity concerning violations of state laws or local ordinances concerning the use of real 
property, your identity is confidential).  We may share confidential data about you with Aitkin County 
staff who need the data to perform an official function or duty, and with others as permitted by law or 
court order.  We cannot give you access to confidential data about you. 
 
Your Rights under the Data Practices Act 
Aitkin County must keep all government data about you in a way that makes it easy for you to 
access.  We can collect and keep only that data about you that we need for administering and 
managing programs that are permitted by law.  
 
As a data subject, you have the right to look at the public and private data that we keep about you, 
free of charge; the right to get copies of public and private data about you, for which the Data 
Practices Act allows us to charge an appropriate fee; and the right to look at data, free of charge, 
before deciding to request copies.  If you ask, we will tell you whether we keep data about you and 
whether the data are public, private, or confidential. 
 
As a parent, you have the right to look at and get copies of public and private data about your minor 
children (under the age of 18).  As a legally appointed guardian, you have the right to look at and get 
copies of public and private data about an individual for whom you are appointed guardian.  Minors 
have the right to ask Aitkin County not to give data about them to their parent(s) or guardian.  If you 
are a minor, we will tell you that you have this right.  We will ask you to put your request in writing 
and to include the reasons why we should deny your parents/guardian access to the data.  Aitkin 
County will make the final decision about your request based on your best interests.  
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The Data Practices Act requires us to protect your data.  We have established appropriate 
safeguards to ensure that your data are safe.  
 
When we ask you to provide data about yourself that are not public, we must give you a data privacy 
notice (sometimes referred to as a Tennessen warning).  This notice controls what we do with the 
data that we collect from you.  Usually, we can use and release the data only in the ways described 
in the notice. 
 
We will ask for your written permission if we need to use or release private data about you in a 
different way, or if you ask us to release the data to another person.  If you want us to release data 
to another person, written authorization to do so must be provided to us. 
 
When your data are inaccurate and/or incomplete, you have the right to challenge the accuracy 
and/or completeness of public and private data about you.  You also have the right to appeal our 
decision.  If you are a minor, your parent or guardian has the right to challenge the accuracy or 
completeness of data about you. 
 
How to Make a Data Request 
To look at data or request copies of data that Aitkin County keeps, you must make a written request 
directly to the department who maintains the data you are requesting.  You may make your written 
request for data by mail, fax, or email, using the Data Request Form (copy attached). 
 
If you choose not to use the Data Request Form, your written request must include: 

 A statement that you are making a request for data under the Data Practices Act, Minnesota 
Statutes, Chapter 13, as a data subject, or as the parent/guardian of the data subject; 

 Whether you would like to look at the data, get copies of the data, or both;  
 A clear description of the data you would like to inspect or have copied; and 
 Identifying information that proves you are the data subject, or the data subject’s 

parent/guardian, as listed below. 
 
Standards for Verifying Identity 

 An adult individual must provide a valid photo ID, such as a state driver’s license, a military 
ID, a passport, a state ID, or a state tribal ID 

 A minor individual must provide a valid photo ID, such as a state driver’s license, a military 
ID, a passport, a state ID, a state tribal ID, or a state school ID 

 The parent or guardian of a minor must provide a valid photo ID and either a certified copy 
of the minor’s birth certificate or a certified copy of documents that establish the parent or 
guardian’s relationship to the child, such as: a court order relating to divorce, separation, 
custody, or foster care; a foster care contract; or an affidavit of parentage 

 The legal guardian for an individual must provide a valid photo ID and a certified copy of 
appropriate documentation of formal or informal appointment as guardian, such as court 
order(s) or valid power of attorney 

 An attorney requesting information on your behalf must send a request on his/her letterhead 
along with your express written consent; the request should be signed by both you and the 
attorney 

 
Note: Individuals who do not exercise their data practices rights in person must provide either 
notarized or certified copies of the documents that are required or an affidavit of ID.  (This 
requirement does not apply to attorneys requesting data on your behalf.) 
How We Respond to a Data Request 
Upon receiving your written request, we will begin to process it.  If it is not clear what data you are 
requesting, we will ask you for clarification.  If we do not have the data, we will notify you within 10 
business days.  If we have the data but the data are confidential, we will notify you within 10 
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business days, and state which specific law says you cannot access the data.  If we have the data, 
and the data are public or private data about you, we will respond to your request within 10 business 
days.  If your request is to look at the data, we will arrange a date, time, and place to inspect data.   
 
After we have provided you with access to data about you, we do not have to show you the same 
data again for 6 months, unless there is a dispute or we collect or create new data about you.  If you 
do not understand some of the data (technical terminology, abbreviations, or acronyms), please 
contact the person who provided it, so that he/she can explain it. 
 
The Data Practices Act does not require us to create or collect new data in response to a data 
request, or to provide data in a specific form or arrangement if we do not keep the data in that form 
or arrangement.  (For example, if the data you request are on paper only, we are not required to 
create electronic documents in response to your request.)  If we do agree to create data for you, we 
will work with you on the details of your request, including cost and response time.   
 
Charges for Copies of Data 
We may only charge you the actual cost of making copies of data about you.  This charge may 
include the following:  employee time* to prepare and make copies (i.e. removing staples and paper 
clips, sorting data, labeling data, taking data to a copier and actually producing copies); actual cost 
of media used (e.g., paper, CD ROMs, DVDs, etc.); and mailing costs if you request the copies be 
mailed to you.  We may not charge you the cost of searching for and retrieving the data, redacting 
confidential data or private data about others from your data, or sorting of data that is not necessary 
for copying of your data.  The amount that is charged will be the same regardless of whether the 
request is made by you as the data subject, your parent/guardian, or by a representative to whom 
you have granted authorization to access your data. 
 
* Employee time is calculated based upon the average wage of the lowest-paid Aitkin County 
employee who could complete the tasks necessary, plus the base cost of insurance benefits for that 
employee.  
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Data Practices Contacts 
The following table provides contact information for the individuals who are responsible for 
responding to requests for data.  The Responsible Authority is the individual responsible for 
establishing and overseeing data access processes.  The Data Practices Compliance Official is the 
individual to whom questions about, or problems related to, data practices should be directed.  
 
Office Responsible Authority, Data Practices Compliance Official, 

and Designees 
County Attorney Jim Ratz, County Attorney 

Designee: Lisa Rakotz, Sr. Assistant County Attorney 
209 2nd Street NW, Room 268, Aitkin, MN 56431 
218-927-7347; Fax 218-927-7365 
coatty@co.aitkin.mn.us 

County Auditor Kirk Peysar, County Auditor 
Designee: Kathleen Ryan, CFO 
307 2nd Street NW, Room 121, Aitkin, MN 56431 
218-927-7354; Fax 218-927-7324 
kpeysar@co.aitkin.mn.us  

County Recorder Tara Snyder, County Recorder 
307 2nd Street NW, Room 122, Aitkin, MN 56431 
218-927-7336 
tara.snyder@co.aitkin.mn.us 

County Treasurer Lori Grams, County Treasurer 
307 2nd Street NW, Room 119, Aitkin, MN 56431 
218-927-7325; Fax 218-927-7357 
lgrams@co.aitkin.mn.us  

Sheriff Dan Guida, County Sheriff 
Designee: Heidi Lenk, Undersheriff 
218 1st Street NW, Aitkin, MN 56431 
218-927-7435; Fax 218-927-7359 
dguida@co.aitkin.mn.us  

All other County offices 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

Responsible Authority and Data Practices Compliance Official: 
Jessica Seibert, County Administrator 
307 2nd Street NW, Room 310, Aitkin, MN 56431 
218-927-3093; Fax 218-927-7374 
jessica.seibert@co.aitkin.mn.us   
 
Designees: 
 
Assessor’s Office 
Mike Dangers, County Assessor 
307 2nd Street NW, Room 120, Aitkin, MN 56431 
218-927-7327, Fax 218-927-7379 
mike.dangers@co.aitkin.mn.us 
 
Community Corrections 
Kami Genz, Director 
209 2nd Street NW, Room 178, Aitkin, MN 56431 
218-927-7281, Fax 218-927-2142 
kami.genz@co.aitkin.mn.us 
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All other County offices, cont. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

Environmental Services / Planning & Zoning Department 
Andrew Carlstrom, Environmental Services Director 
307 2nd Street NW, Room 219, Aitkin, MN 56431 
218-927-7342; Fax 218-927-4372 
andrew.carlstrom@co.aitkin.mn.us 
 
Economic Development 
Mark Jeffers, Economic Development Coordinator 
307 2nd Street NW, Room 316, Aitkin, MN 56431 
218-927-7305; Fax 218-927-7374 
Mark.Jeffers@co.aitkin.mn.us  
 
Health and Human Services Department 
Sarah Pratt, HHS Director 
204 1st Street NW, Aitkin, MN 56431 
218-927-7200; Fax 218-927-7461 
sarah.pratt@co.aitkin.mn.us 
 
Highway Department 
John Welle, County Engineer 
1211 Air Park Drive, Aitkin, MN 56431 
218-927-3741; Fax 218-927-2356 
jwelle@co.aitkin.mn.us 
 
Human Resources Department 
Bobbie Danielson, HR Director 
307 2nd Street NW, Room 312, Aitkin, MN 56431 
218-927-7306; Fax 218-927-7374 
bobbie.danielson@co.aitkin.mn.us  
 
Information Technology 
Chris Sutch, IT Manager 
209 2nd Street NW, Room 162, Aitkin, MN 56431 
218-927-7318; Fax 218-927-7369 
chris.sutch@co.aitkin.mn.us  
 
 
Land & Parks Department and Long Lake Conservation Center 
Dennis Thompson, Land Commissioner 
502 Minnesota Avenue North, Aitkin, MN 56431 
218-927-7364; Fax 218-927-7249 
dennis.thompson@co.aitkin.mn.us 
 
Veterans Services Office 
Penny Harms, Veterans Services Officer 
307 2nd Street NW, Room 114, Aitkin, MN 56431 
218-927-7320; Fax 218-927-7309 
penny.harms@co.aitkin.mn.us  
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AITKIN COUNTY 
DATA REQUEST FORM 

Subject of Data 
Date of request:       
 
I am requesting access to data in the following way: 
 

Inspection   Copies  Both inspection and copies 
 
Note: Inspection is free, but there is a charge for copies.  If the fee for fulfilling the request is 
greater than $5.00, pre-payment shall be required. 
 
These are the data I am requesting: 
             
             
              
 
Note: Describe the data you are requesting as specifically as possible.  If you need more space, 
please use the back of this form. 
 
To request data as a data subject, you must show a valid state ID, such as a driver’s 
license, military ID, or passport as proof of identity.  To request data on behalf of the data 
subject, you must present proper written permission granting you such access. 
 
Data Subject Name:             
 
Address:              

Phone number:      Email:        

Parent/Guardian Name (if applicable):          
 
Signature of Data Subject or Parent/Guardian:         

Aitkin County will respond to your request within 10 days. 
 

(For office use) 

ID provided: 

Department name: Request handled by: 

Method of response: 

Charges: 

Amt Due: Received by: 

Notes 

 



APPENDIX C
AITKIN COUNTY GUIDELINES AND PROCEDURES FOR MINNESOTA GOVERNMENT DATA PRACTICES ACT

Aitkin County    
Fee Schedule 2023-2024  
Approved by the Board on July 25, 2023  
Effective August 1, 2023

Postage expenses shall be borne by requestor. 

COMMON FEES

COPIES - Black and White (letter size, legal size, and ledger 11"x17" size) 0.25$          per page (single or double sided)
Plat size (22" x 34") 3.00$          per page (single or double sided)

COPIES - Color (letter size, legal size, and ledger 11"x17" size) 0.50$          per page (single or double sided)
Plat size (22" x 34") 6.00$          per page (single or double sided)

FAX, per page 1.00$          
International Fax Fee 7.00$          first page, $4.00 each additional page

AS400 OR PRINTED REPORTS 50.00$        minimum or $0.25 per page, whichever is greater

LABELS 50.00$        minimum or $3.00 per sheet (30 labels/sheet), whichever is greater

BLUEPRINTS (non copyright) 5.00$          each

DISHONORED CHECK/PAYMENT FEE 30.00$        

Copies of Meeting Recordings 25.00$        

ASSESSOR'S OFFICE
FIELD CARDS

Fax of Field Cards 4.00$          per parcel 
Email of Field Cards 4.00$          per parcel 

SIMPLE SALES QUERY 5.00$          per query

PARCEL DATA REQUESTS (Large Quantity) 25.00$        or $0.04 per parcel, whichever is greater

LINK GIS Subscription 180.00$      per year

ATTORNEY'S OFFICE 
AUDIO/VIDEO

 Audio CD's 10.00$        
Video Recordings - DVD 10.00$        

AUDITOR'S OFFICE
ASSESSMENT (SPECIAL)
 Admin Set-up $7.00 per parcel

ASSEMBLY LICENSE $500.00 plus $25,000 bond

AUCTIONEER $20.00

BOND INFORMATION REQUESTS / Auditor Tax Certificate $250.00 each

COPIES See Common Fees Section
Maps, Black and White, 8 1/2 " x 11" $2.00
Maps, Color, 8 1/2" x 11" $3.00

DANGEROUS DOGS $25.00

DITCH AND HWY LIEN RELEASES $15.00

FAXES See Common Fees Section

FIREWORKS $10.00 Sheriff's fee

GAMBLING  Varies State

JUDGMENT - CONFESSION OF 
Initial Fee $25.00 per description

 Payments on $2.00 per statement

JUDGMENT COST - Publication $20.00 per parcel

LIQUOR LICENSES:
Consumption & Display/Set-Ups $250.00 each (paid to State)
Temporary Consumption & Display Permit $25.00 per each date

3.2% Beer License $10.00 off sale
$40.00 on sale
$50.00 on & off sale

Wine License $100.00 yearly

ADMINISTRATION 
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Temporary Wine License $50.00 per each date
Temporary On-Sale Liquor License $50.00 per each date
Combination Wine/Strong Beer License $500.00

Liquor License $100.00 club
$1,500.00 on sale

$360.00 off sale
$120.00 Sunday

PLATS (NEW) - AUDITOR'S FEE $75.00 plus $2.00 per lot
     

PRECIOUS METALS $25.00

REPURCHASE - COST OF FORF. FEE $100.00

REPURCHASE - SHERIFF'S COST $40.00

TAX/ASSESSMENT SEARCH $5.00 per parcel

TRANSIENT MERCHANTS, PEDDLERS, HAWKERS $150.00

TRUTH IN TAXATION          1/3 COST TO CITIES, TOWNS & SCHOOLS  

TIF DISTRICTS - ANNUAL COUNTY ADMINISTRATION OF $100.00 and $16.00 per parcel for maint (splits, etc.)

TIF - CERTIFICATION OF ORIGINAL VALUE $150.00

VOTER'S CERTIFICATION 2.00$          

COMMUNITY CORRECTIONS 
SUPERVISION FEES  
 Felony and Supervised Release (with over one year supervision) Case Fee 400.00$      

Supervised Release (under one year supervision) Case Fee 200.00$      
Gross Misdemeanor Case Fee 300.00$      
Misdemeanor Case Fee 200.00$      
Short-Term Suprvision Case Fee 50.00$        
Non Resident Supervision Fee 200.00$      
Juvenile Client Fee 50.00$        
Juvenile Diversion Client Fee 25.00$        

URINALYSIS FEES 15.00$        Per Drug Lab Screened (Non-Clients Only) 

ELECTRONIC HOME MONITORING FEES 22.00$        Per Day

DVI ASSESSMENT 50.00$        

DRIVING WITH CARE CLASS FEES
Level I Class 75.00$        
Level II Class 150.00$      

ECONOMIC DEVELOPMENT
APPLICATION FEE  

Tax Abatement 500.00$      
TIF 500.00$      

ENVIRONMENTAL SERVICES
WATER LAB TESTING FEES

Bacteria Water Analysis (Coliform and E. Coli) 25.00$        
Nitrate Water Analysis 25.00$        
Bacteria AND Nitrate Analysis 40.00$        
Fee if Aitkin County Collects the Sample for You 50.00$        
All water test fees must be paid in advance - no invoicing will be accepted

VACATION / SHORT-TERM RENTAL
Annual Inspection Fees (years other than interim use permit required every 3 years) 100.00$      
Annual Inspection Fee Price Per Bedroom (years other than interim use permit required every 3 
years) 100.00$      Per Bedroom

ZONING
ACCESSORY BUILDINGS/SIGN

Accessory Buildings/Sign <239 sq.ft.(no pre-onsite) 50.00$        
Accessory Buildings 240 sq.ft. to 1000 sq.ft and/or Water-Oriented 200.00$      
Accessory Buildings  1001 sq.ft. and larger 300.00$      

FENCE (8 feet or greater in height) 50.00$        
 
COMMERCIAL BUILDINGS/ADDITIONS (FOOTPRINT OF STRUCTURE)

<500sq.ft. 300.00$      
501 – 2500 sq.ft. 400.00$      
2501 sq. ft. and larger 600.00$      

RESIDENCE, NEW CONSTRUCTION (FOOTPRINT - INCLUDING ATTACHED GARAGE, DECK, AND/OR PORCH)
Additions (decks, porches and patios are separate permit fees)
<500 SQ.FT. 300.00$      
501 – 2000 sq.ft. 400.00$      
2001 sq. ft. and larger sq.ft. 550.00$      

DECK/PATIO 
 <199 sq.ft 100.00$      



APPENDIX C
AITKIN COUNTY GUIDELINES AND PROCEDURES FOR MINNESOTA GOVERNMENT DATA PRACTICES ACT

 200 sq. ft. and larger 150.00$      
(Patios are those within the required building setback to the lake)

LAND ALTERATIONS 200.00$      
VEGETATION ALTERATION No fee
PLANNING CALL/SITE REVIEW 100.00$      
CONDITIONAL/INTERIM USE PERMIT 650.00$      
AMENDMENT TO EXISTING CUP 650.00$      
RENEWAL OF INTERIM USE PERMIT 650.00$      
VARIANCE (DOES NOT INCLUDE PERMIT FEE) 650.00$      
APPEAL TO BOA 650.00$      
REPUBLICATION OF VARIANCE OR CUP 50.00$        
REZONING 650.00$      
ORDINANCE AMENDMENT 500.00$      
TOWER / WECC APPLICATION 650.00$      
PRELIMINARY PLATS AND RESIDENTIAL PUDs (1-5 lots/units) 650.00$      

(6 or more lots/units an additional $50.00/lot/unit)
FINAL PLATS AND RESIDENTIAL PUD’S 650.00$      

(6 or more lots/units an additional $50.00/lot/unit)
NEW ROAD SIGN AND POST (each sign and post in new plat) 175.00$      
COMMERCIAL PUD’S AND RESORT EXPANSIONS (6 or less lots –no CUP) 300.00$      
SURVEYOR REVIEW FEE (for plats and residential PUDs 1-5 lots) 150.00$      

(6 or more lots/units an additional $20.00 per lot/unit)
SURVEYOR REVIEW FEE (for Administrative subdivision if needed) - per lot $25.00
SURVEYOR REVIEW FEE (for conditional use permit) $50.00
ENGINEERS REVIEW FEE 150.00$      
REPLAT OF EXISTING PLAT TO COUNTY BOARD (does not include surveyor fee) 200.00$      
ADMINISTRATIVE SUBDIVISIONS AND EXEMPTIONS (review prior to approval) 100.00$      per lot

-If wetlands exist on parcels and/or if onsite inspection to verify submitted info ... add’nl 100.00$       
COMPLAINT ENFORCEMENT (after receipt of (2ND) notice - addition to permit fee) 200.00$      
REINSPECTION/ADDITIONAL INSPECTION FEE ON ALL 100.00$      
911 ADDRESSING (includes assignment of number, sign, and post) 70.00$        

AFTER THE FACT FEE’S – 5 X permit fee in Shoreland areas, 5 X permit fee in non-Shoreland areas
(includes variances, IUP's and CUP’s)

RESIDENTIAL SEWERS FEES
Drainfield/Bed (Type 1) 300.00$      
MoundAt-Grade (Type 1) 350.00$      
Holding Tank (Type 2) 200.00$      
Other/Performance Systems (Type 3) 400.00$      
Other/Performance Systems (Type 4, Type 5) 400.00$      plus any additional costs for design review and inspections
Tank Replacement/Outhouse/Privy 150.00$      
Operating Permits 150.00$      
Late Operating Permit Renewal Fee 200.00$      
Indemnification Form (homeowner installed systems) in addition to permit fee 100.00$      

COMMERCIAL and CLUSTER SEWERS
Gallons/Day
1-500 500.00$      
501-1,000 600.00$      
1,001-2,500 1,000.00$   
2,501-10,000 1,200.00$   plus any additional costs for  

design review and inspections (5)

SEWER PERMIT ONE-YEAR EXTENSION FEE 200.00$      

WETLAND CONSERVATION ACT FEES
Wetland/Banking/Offsite-Mitigation Application 1,000.00$   
Wetland Replacement Plan 400.00$      
Wetland Site Review 100.00$      
Appeal of LGU Decision 50.00$        per hour, + any additional costs to County

OTHER CHARGES
Ordinances (excluding Shoreland and General Zoning) 10.00$        
Shoreland and General Zoning Ordinances 25.00$        
Comprehensive Land Use Plan 25.00$        
EAW Fees 50.00$        per hour, + any additional costs to County
Administrative Fee 50.00$        per hour, + mileage, min charge of 1/2 hr

Copies of Meeting Recordings 25.00$        

GIS and COUNTY SURVEYOR
MAP SETUP/DATA EXTRACTION/DATA CONVERSION 50.00$        per hour

Plotting Existing Map or Graphic
8.5" x 11" Black and White 2.00$          per copy
8.5" x 11" Color 3.00$          per copy
11" x 17" 5.00$          per copy
18" x 24" 10.00$        per copy
24" x 36" 15.00$        per copy
36" x 48" 30.00$        per copy

PROFESSIONAL SERVICES 50.00$        per hour

PARCEL BOUNDARIES ( ~ 43,000 parcels) Shapefile *$0.10 per parcel ($50 minimum), license required**
  
TAX ATTRIBUTES - AS400   dBase *$0.04 per parcel ($50 minimum), license required**

 
ROAD CENTERLINES Shapefile *$0.25 per feature, license required**

  
ADDRESS POINTS Shapefile *$0.25 per feature, license required**
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OTHER GEOSPATIAL DATA Shapefile $50 per dataset

GIS WEBSITE ACCESS, Standard Level Free

HEALTH AND HUMAN SERVICES
SOCIAL SERVICE (STAFF HOURLY EXPENSE =  $77.00) 

COPIES FOR RECORDS REQUESTS
Data Subject 0.06$          per copy, plus $5.64 per 15 minutes of time to make copies
Member of the public 0.25$          per copy 

LICENSING
Child Care Initial Licensing Fee 50.00$        
Child Care Renewal Licensing Fee 100.00$      

BACKGROUND CHECK
Adult Foster Care 20.00$        
Family Child Care Providers (18 years of age and older) 40.00$        
Family Child Care Providers (under 18 years of age) 20.00$        

COMMUNITY RESIDENTIAL SETTING LICENSE FEE 250.00$      per home, per licensing year

CD ASSESSMENTS
Ordered by the Court (DUI or DWI) 200.00$      May be subject to sliding fee scale.
All Other 200.00$      May be subject to sliding fee scale.

PUBLIC HEALTH

SAFETY SEATS
Convertible 55.00$        
Combo 65.00$        
No Back Booster 25.00$        

NIPPLE SHIELDS 7.00$          
**for NON WIC or Home Visiting Clients

HYDROGEL PADS 9.00$          
**for NON WIC or Home Visiting Clients

THERASHELLS 13.00$        
**for NON WIC or Home Visiting Clients

LEAD DRAW 19.00$        

IMMUNIZATIONS (prices subject to change based on price of serum)
Hepatitis A (1st in Series) 61.00$        
Hepatitis A (2nd in Series) 61.00$        
Hepatitis B (1st in Series) 64.00$        
Hepatitis B (2nd in Series) 64.00$        
Hepatitis B (3rd in Series) **15% discount for no outstanding balance, cash payment 64.00$        
     and complete series given by PH
Td 39.00$        
Tdap 54.00$        
Varicella 127.00$      
Pneumonia 66.00$        
FluLaval Influenza (90688) 34.00$        
FluMist Influenza (90672) 38.00$        
Fluzone High-dose (90662) 66.00$        
Fluzone Influenza-Quad 90688 34.00$        
MNVFC Immunizations (Child and Adult) 19.00$        
Mantoux (Serum, Admin, and Read) 31.00$        
Mantoux (Admin and Read Only) 19.00$        
Menningoccal 135.00$      
MMR-II 90.00$        

CHILD SUPPORT AND OTHER COLLECTIONS

IV-E FOSTER CARE Varies

ADMIN FOSTER CARE / NON SED Varies

SED FOSTER CARE, PARENTAL FEE WORKSHEET Varies

DETOX, use sliding fee scale when financial info is supplied Varies

HIGHWAY DEPARTMENT
EQUIPMENT (including Operator):

Motor Grader 110.00$      per hour
Tandem Truck 115.00$      per hour
Single Axle Truck 110.00$      per hour
3 Cubic Yard Articulating Loader 100.00$      per hour
Dozer 105.00$      per hour
Tractor 60.00$        per hour
Tractor/Loader/Backhoe 90.00$        per hour
Track Backhoe 105.00$      per hour

**Geospatial data shall not be released until a proper license agreement is on file with this office.
*Cost recovery fees for data development are waived for government and academic users. Requests for services not described here are charged at $50.00 per hour.
Funds collected from the distribution of data and maps are used to develop and maintain our county's digital geospatial data.
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ASV Posi Track with Brush Head 95.00$        per hour
Tractor/Mower 90.00$        per hour
Sioux Steamer w/Truck 55.00$        per hour
Self Propelled Steel Drum Roller 65.00$        per hour

MATERIALS (for Other Govermental Units Only):
Deicing Salt/Sand (15% salt) Inventory Cost
Culverts Inventory Cost
Cutting Edges Inventory Cost
Signs and Posts Inventory Cost
Calcium Chloride Spring bid unit price

MATERIAL (for Private Sale):
E-911 Address (includes sign and post) 45.00$        each
Mailbox Supports 75.00$        each
Dust Control Treatment Based on Spring bid
Driveway Approach Culverts (as determined by Permit) Inventory Cost

MISCELLANEOUS:
Driveway Approach Deposits 500.00$      Refundable
Engineering Services Hourly Employee Fringe Rate
Utility Permit 100.00$      each up to 1 mile, additional $50.00 per mile

HR DEPARTMENT
LIST OF EMPLOYEE REPORTS 15.00$        

IT DEPARTMENT
REPORTS OR LABELS See Common Fees Section

CD OR EMAIL FILE 50.00$        minimum or $0.04 per parcel, whichever is greater

LAND DEPARTMENT AND COUNTY SURVEYOR
PROFESSIONAL SERVICES 50.00$        per hour

RECORDER'S OFFICE
Rates established by the State are subject to change without notice.

RECORDING FEE 46.00$        per document

RECORDING WELL CERTIFICATE 50.00$        

OVERSIZE COPIES (up to 36 inches) 5.00$          

COPY OF OFFICIAL PLAT 10.00$        
Certification on Official Plat 5.00$          

CERTIFIED COPIES OF DOCUMENTS 10.00$        

COPIES OF RECORDED DOCUMENTS 1.00$          per page

FAX FEE Refer to Common Fees Section

DOCUMENT RESEARCH AND DELIVERY FEE $5.00 base fee, plus $1.00 per page

FILING FEES
Credentials of Minister 20.00$        
Notary Commission 20.00$        

VITAL RECORDS
Birth Certificates 26.00$        
Additional Birth Certificate at same time 19.00$        
Death Certificates 13.00$        
Additional Death Certificates at same time 6.00$          

SHERIFF'S OFFICE
ALARM FEES
 Initial 20.00$        
 Renewal 5.00$          
 Non-compliance Fee 50.00$        

False Alarms - Per each after third 50.00$        

GUN PERMIT TO CARRY
 New 100.00$      

Renewal 75.00$        

BACKGROUND CHECKS 20.00$        

REPORTS AND ICR'S
Victim No charge
Walk-in 0.25$          per page (single or double sided)
By mail 0.25$          per page plus postage costs

AUDIO/VIDEO/PHOTOGRAPHY
Audio CD's 10.00$        
Transcript of audio recordings 4.00$          per page
Photographs/Digital by disk 10.00$        
Booking photos 5.00$          
Video Recordings - VHS 16.00$        
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Video Recordings - DVD 10.00$        
Video Recordings - Body Worn Camera - DVD 10.00$        
Video Recordings - Squad Camera - DVD 10.00$        

 
FINGERPRINTING

Aitkin County Resident No charge
Non-resident 10.00$        

BOAT & WATER
Raft Permits 4.00$          per year (renewed in 5 year increments)

CIVIL PROCESS
1 For Paper Service, $100.00 Deposit is required.

Charge per person served/Not found 30.00$        plus mileage noted below
    Mileage charge per attempt (round trip) 0.60$          per mile
    Mileage charge for City of Aitkin 1.00$          
Charge for Real Estate Sales 50.00$        
Mechanics Lien Sale 50.00$        plus mileage
Cancelled real estate sale w/no notification 50.00$        
Redemption fee on redeemed real estate 250.00$      plus $30.00 for each rescheduling 

of redemption date
Posting three notices of sale 45.00$        plus mileage
Charge for sending a fax See Common Fees Section 
Levy fee on a Writ of Execution 20.00$        
Commission on Writ $ Levied upon 5%
Deputy Time actual cost plus mileage

STORAGE FEES
Vehicle 10.00$        per day
Boat 1.00$          per foot, per day
Snowmobile 10.00$        per day
Forfeited Vehicles, payment in full of Tow Bill, plus $10.00 per day storage

 
 

SHERIFF'S OFFICE (JAIL)
BOARDING OF PRISONERS per Sheriff

BOOKING FEE 20.00$        

FINGERPRINTING 10.00$        for out of county

HUBER FEES 20.00$        per day

JAIL NURSE
Co-pay 5.00$          
Medication Co-Pay 5.00$          

PAY TO STAY 20.00$        per day

URINALYSIS
STS 10.00$        
Huber 10.00$        

TREASURER'S OFFICE
MARRIAGE LICENSE

(with Premarital Education) 40.00$        
(without Premarital Education) 115.00$      

MARRIAGE CERTIFICATE 9.00$          

PASSPORT Varies

RESEARCH FEE 25.00$        per hour

TAX STATEMENTS - Duplicate 2.00$          

1 If the actual fee exceeds the amount of deposit, you will be billed for the additional amount. When the actual amount of the fee is less than your deposit, you will receive a refund with your affidavit. 

Securing and safety keeping property in replevin, attachment or an execution $ based on time spent and hourly rate of pay for Deputy executing the process.

Contact the Sheriff's Office for Writ of Execution Instructions.
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